
The secret to creating 
a positive consumer experience

Payments Alert Checklist

COVID-19 has accelerated consumer’s 

demand for digitally driven commerce 

and payment experiences.   There are 

clear opportunities to improve approval 

rates particularly for card-not present 

transactions and to mitigate preventable 

authorization declines, especially due to 

non-sufficient funds. Payment alerts are 

an effective tool to create a positive 

consumer experience, increase 

authorization rates and empower 

cardholders to mitigate preventable 

payment declines.  
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Verify unusual activity on debit 
card ending1234. Open the 

mobile app to verify this activity

To promote the adoption 
of payment alerts, Visa 

mandates that ‘LAC 
Issuers must offer 

cardholders the option to 
participate in a service 

that delivers transaction 
alerts for consumer 

payments’ – see Visa Rule 
ID#0025735. The vast 
majority of Visa LAC 
Issuers offer an alert 

service via text, email or 
a mobile banking 

application.

©2020 Visa Inc. All rights reserved

7
suggestions for Issuers on cardholder

communications to increase

authorization approval rates

1. Actively enroll all cardholders in
an alert service to notify them of both
approved and declined transactions.
As part of declined transaction alerts,
Issuers should ask cardholders to update
their payment preferences with the
associated merchants.  Issuer transaction
alerts should instruct cardholders to
contact them immediately to report any
unrecognized transactions.

2. Provide outstanding debit funds
and available credit information
within their transaction alert service.
Available funds information will
encourage cardholders to more actively
manage their accounts and avoid
declines for non-sufficient funds or
exceeding credit limits.

https://secure.visaonline.com/SitePages/Content.aspx?pageid=2.6.0.2.0


About Visa. Visa Inc. (NYSE: V) is the world’s leader in digital payments. Our mission is to connect the world through the most innovative, reliable and secure payment network - enabling individuals, businesses and economies 
to thrive. Our advanced global processing network, VisaNet, provides secure and reliable payments around the world, and is capable of handling more than 65,000 transaction messages a second. The company’s relentless focus 
on innovation is a catalyst for the rapid growth of digital commerce on any device, for everyone, everywhere. As the world moves from analog to digital, Visa is applying our brand, products, people, network and scale to reshape 
the future of commerce.

The information, recommendations, or “best practices” contained herein (the “Information”) are provided "AS IS,” and are intended for informational purposes only and should not be relied upon for business, operational, marketing, 
financial, legal, technical, tax, or other advice. Visa is not responsible for your use of the Information (including errors, omissions, inaccuracy, or non-timeliness of any kind) or any assumptions or conclusions you

might draw from its use. Visa makes no warranty, express or implied, and explicitly disclaims the warranties of merchantability and fitness for a particular purpose, any warranty of non-infringement of any third party's intellectual 
property rights, any warranty that the Information will meet the requirements of a client, or any warranty that the Information is updated and will be error free. To the extent permitted by applicable law, Visa shall not be liable to 
a client or any third party for any damages under any theory of law, including, without limitation, any special, consequential, incidental, or punitive damages, nor any damages for loss of business profits, business interruption, loss 
of business information, or other monetary loss, even if advised of the possibility of such damages.

The Visa products and services information is provided for informational purposes only and should not be relied upon for marketing, legal, regulatory or other advice.  Any Visa product and service should be independently 
evaluated in light of your specific business needs and any applicable laws and regulations. Much of the information presented here applies internationally, but some information may apply only to certain countries or regions. 
You should check the applicability of any information contained herein to you or your organization in your jurisdiction.  You should also consult with legal counsel regarding any new product or service or change in existing 
product or service where appropriate. Visa is not responsible for your use of these materials, program information, best practice recommendations, or other information, including errors of any kind, contained in this document. 
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Visa is here
to help you

Contact your Visa account 
executive to learn how by 

adopting these practices and 
security solutions you can 

provide a positive payment 
experience to your clients.

3. Provide two-way alerts via text, email 
or a mobile banking application to: 1) notify 
cardholders of high-risk or suspicious 
transactions and provide them the 
opportunity to confirm previous transactions 
before blocking future payments, particularly 
for ecommerce payments and 2) allow 
cardholders to confirm every 10th payment at 
the same merchant within a 30-day period.

4. Provide a transaction control service, 
like Visa Transaction Controls, to allow 
cardholders to establish preferred alert 
and account use settings.  As a default, 
Issuers should provide cardholders a 
transaction alert for all international and card 
not present transactions.

5. Inform cardholders by email on a 
monthly basis of the list of merchants that 
submitted transaction with a recurring 
payment indicator. The presence of 02 in 
Field 60.8 —Positions 9–10, 
Mail/Phone/Electronic Commerce Payment 
Indicator or R in Field 126.13 —POS 
Environment identifies the transaction as a 
recurring payment authorization request. This 
information will allow customers to 
proactively manage their merchant 
relationships and avoid authorization declines 
for an expired card, non-sufficient funds or 
exceeding available credit limits.

6. Periodically remind cardholders to 
avoid exceeding available funds or credit 
lines to prevent payment declines. Issuers 
should also consider participating in Visa’s 
Partial Authorization and Account Updater 
services to allow cardholders to use all 
available funds and to notify merchants with 
card-on-file of new consumer payment 
credentials.

7. Issuers should proactively notify debit 
cardholders to deposit additional funds as 
necessary to cover recurring payments and 
expected monthly spend. In addition, Issuers 
should consider increasing credit limits for 
credit cardholders that are close to or 
frequently exceed available credit lines.  


